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nofari1322@gmail.com | 050-730-8580 | LinkedIn : Nofar Nagar 
 

 information security and cybersecurity studies graduate with extensive experience in maintaining existing 
interfaces, troubleshooting, configuration of customer needs and problems and database  

 Extensive experience in managing and leading projects including identifying and characterizing needs 

 Experienced in creating data updates, developing and deploying solutions to different problem 

 Punctual, thorough, with high analytical and technological abilities, including complex problems solving ability, 
proactive person and highly motivated to join positions in the world of Cybersecurity 

Academic Qualifications:  

2019-Today: Cyber Security Course 

 Successful completion of a Microsoft MCSA project including characterization, planning, involvement in 
infrastructure and architecture of setting up servers, managing and securing users and defining passwords  

 Successful installation of equipment and creation of connectivity and legality in favor of granting permissions to 
users and blocking access including establishment and setting of Firewall on Checkpoint R80 in Azure and Cloud 
platforms  

 Grouping settings, creating timing loops and studying hierarchy in LPI Linux  

2018-Now: B.SC in Computer Science with a specialization in Online Space Security, The Open University of Israel 

Professional Experience:  

2020-Today:  Cyber security analyst, Matrix 2Bsecure  

 Full responsibility for characterizing and managing requirements and formulating work plans for applying security 

endpoints and servers  

 Testing and performing performance control, developing technical solutions, formulating conclusions and providing 
recommendations for the company's management 

 Collecting and retrieving data analysis profitability and generating reports 

 Characterizing and detecting errors & implementing security repairs  

 End-to-end responsibility for detecting malicious activities in IBM QRadar, Pro-active hunting  

 Full responsibility for network activities including diagnosis, troubleshooting and resolution of hardware problems, 
server maintenance and infrastructure  

 
Military Service:  
2013-2015: Avionics technician, Israel Air Force (F-15 Aicraft)  

 Compliance with safety procedures according to standard features  
•      Handling general installations and performing electoral maintenance and replacement of different parts 

•       Repairing of technical faults including fracture vulnerability and use of various tools 

 
Technological Tools: VMWARE, Linux, DNS, Http, FTP, SMTP, DHCP, BGP, IPv4, Proxy, Ethernet, ICMP Protocols, 
NMAP, NTFS routing protocols, DDOS, SQL injections, XSS, CSS, ARP, Buffer overflow, Privilege escalation, Wire Shark, 
WSUS, Google Hacking, power shall and CMD, Azure, Office 365, SIEM, Linux kernel 
 
Technical Skills: Cyber Reason, JIRA, Insights, CORTEX XSOAR, SentielOne, CyberSponse,RSA ,FreshDesk,Zabbix 
 
Language Proficiency: Hebrew - Native | English – Fluent | Spanish- Very good | Arabic- Basic  
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