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Dor Avganim
     ID number: 311217137            phone number: 050-7573326.                  E-mail: DorAvganim@Gmail.com
· Deep knowledge and rich experience at the field of cyber security and data guarding, familiarity with a range of systems and processes within government and corporate organizations.
· [bookmark: _GoBack]Operation, maintenance and management of malfunctions within cyber tools beside project management and implementation of systems at physical virtual environments. 
· Experience at investigation and management of cyber events, familiarity with a broad range of cyber attack methods and security solutions, work with SIEM system. 
· Familiarity with tools and security systems, fluent English, management and motivation of staff,  communication with clients so as with internal and external organizations.   
Professional experience
	2018 – today: cyber security implementer,  infrastructural Information security team at the ministry of health
· Installment, operation and maintenance of cyber security tools – working in a team, establishing work plans, and establishing new projects.  
· Update, backing up , storage and management of various malfunctions in the following systems: Checkpoint FW,  Palo Alto (IPS, IDS, URL Filtering, WF,), FireEye (NX, EX), NAC, RSA (SIEM, OTP), CyberArk IBV, ODI, Qradar (SIEM).
· Following through with cyber events from end to end. (identification, response, inquiry, management, etc)
· Management of a safe room and local and cloud data cleansing.(Azure)  
· Support for cyber security managers in hospitals and dozens of organizations across the health section(15000 users): follow through with cyber events (Tier 3), operation interfacing systems and implementation of different solutions to the ever changing processes.  
2016– 2018:   leading a SOC staff at the ministry of finances.
· Establishing and safeguarding a cybersecurity center that operates 24/7, analyst recruitment, overseeing system installation, constructing regulations and work procedures for all events and occurrences. (control mechanisms and response procedures)
· Analyst team management, reception and training, task distribution, overseeing progress of work and providing professional assistance.
· Briefing and instructing casually to improve professional knowledge, exposure to new trends and advancements in the cyber security world.
· Cyber security events management, gathering, processing and monitoring data collected from notifications and a range of data systems.
· Leading a range of core projects, incorporates planning, seeing through the startup process to the stage of implementation in clients’ systems.
· Leading a complex project to integrate SIEM system, including initializing the system settings and creating optimization of and notifications.
· Work with monitoring tools and technologies, deep knowledge of public vulnerabilities of data systems.
2015 –2016:  Cyber security analyst – Trustnet ltd.
· Cyber security Service provision to a multiplicity of companies, working in a INCIDENT RESPONSE at a SOC center. 
· Investigations of data received from monitored systems, Data gathering, Identification of abnormal activities, event analysis.
· Preparation of daily, weekly and monthly reports, proactive reports among them, event reports and risk management reports. 
· Working with the systems:
FW, IPS, IDS, Proxy, Anti-virus, SIEM, DLP,  TrapX  honeypot, Mail relay, NAC.
Military service
2012 – 2015
Cyber security analyst at a SOC team part of the ‘Mamram’ unit. 
· Investigation of events, gathering, processing and analysis of data from notifications and a range of classified data systems as well as SIEM system.   
· Event  safeguarding, instructing cyber officers in different units as to how to deal and follow through with event developments. 
Right hand to the CISO at "Pikud MERKAZ" central unit.
· Responsibility and provision of professional service in the cybersecurity field to the central command and subordinate units.
· Management and inquiry of cyber security events on field, ongoing cooperation and interface with the general staff cyber body and teams subordinate to it.
· Improvement of professional knowledge of field units, briefing and training cyber security related subjects. 
Education
2015
Certifications training, network managers and cyber security implementers course, CCNA, CCSA, See security college.
2011-2012
Certifications training, cyber security and infrastructure managers course, MCITP, MCSA, MCSE, MCTS, John Bryce college.  
2006-2011: 
Complete S.A.T (Bagrut), ‘Kedma’ High school, Jerusalem.
Languages
Hebrew – Native.
English – Fluent.

					*recommendations will be presented by request and demand
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