Yehuda Davidi
0544435562 | yoodee0@gmail.com| Raa’nana, Israel 
I recently finished my degree and looking for my next challenge. I’m interested in programming (especially low-level and instrumentation) and hard-solved problems.
Education
· High Institute of Israel (Technion) -  Computer Engineering (BSc) 07/2020

Professional Experience
08/2021 – Today  Security Researcher
Jfrog/Threat Intelligence
· My role is to research vulnerabilities on known products (mostly open-source projects) and deeply investigate the root cause and the impact of them and write detailed blogs about those vulnerabilities and the conditions they can be applicable to our customers. Some of them also demanded the development of tools that were used to detect vulnerable components and validate their applicability by checking on configuration, environment variables, binary analysis, etc..
· Tech skills: Python,  C, C++, JavaScript, GDB.

10/2018 – 04/2020  Security Researcher
Checkpoint/ IPS/Threat Prevention
· My role was to research vulnerabilities that were published on known products and could be exploited remotely and find a way to block them using the IPS stateful inspection. Some of them were on critical products of popular vendors like Google, Microsoft, Cisco, Dell, etc.
· Tech skills:  Wireshark, Ida, Python, winDBG.

[bookmark: _heading=h.gjdgxs]Language: 
English: fluent.
Hebrew: mother tongue.
SKILLS 
General:
· Research
· Building the Product From scratch 
· Networking
· Cyber
· Linux
· Reverse Engineering
· Instrumentation

Development languages:
· Assembly
· Python
· C
· C++
Frameworks:
· winDBG
· Ida
· Matlab
· Vmware
· Eclipse
· pycharm
· Visual Studio


Projects:
[bookmark: _heading=h.30j0zll]Dynamic Binary Translation and Optimization Techniques
Mar 2018 – Aug 2018
Dynamic Binary Translation is a technology where during runtime, native binary code is copied and translated to a different code memory area (called Translation Cache) and then executed from there. The Binary Translation follows the principle of translating the code once and then using it multiple times. In our project we implemented “loop unrolling” and “function inlining” optimizations and got one of the most significant improvements over the entire class.
[bookmark: _heading=h.1fob9te]Anomaly Malware Detection
[bookmark: _heading=h.3znysh7]Mar 2016 – Jul 2016
A tool was developed which determines if an input program includes malware code.
[bookmark: _heading=h.2et92p0]Malware and legitimate files were run on a VM for getting windows API patterns, detection is based on similarity to those patterns.
see project

Checkpoint Security Academy (CSA Program)
This is a unique program that accepts a few cadets and teaches them everything about security.
C, C++, Python, Assembly, Networking, Operating Systems, Reverse Engineering, Malware Analysis, Vulnerability Research, and Exploiting.

